
mBank Introduces VASCO MFA* 
for eCorp (Business on-line banking)
*Multi-Factor Authentication

Enhanced security for your on-line 
banking activities.  

Beginning 24 January 2007 all mBank 
clients using Premierecorp for on-line 
banking will be required to use MFA.  

Please review this tutorial and list of 
frequently asked questioned to learn of 
the benefits of MFA.



What is Multifactor Authentication?

Combining two or more authentication 
techniques together to form a stronger 
and more reliable level of authentication. 
Deployed with MFA security utilizing the 
VASCO* Solution.
mBank will begin using this technology on 
24 January 2007.

*VASCO tokens generate unique one-time passwords for 
each login.



VASCO Solution Overview

Benefits
No Software to install
One-Time Password Token
User Authentication
Web Site Authentication



VASCO Go 3 Token
VASCO’s Go 3 Token is approximately the size 
of a box of Tic-Tacs.



Frequently Asked Questions

Q:  What is the battery and life expectancy of the token?
A:  The battery and life of the token is 7 years.

Q:  Are there instructions on how to report lost or damaged tokens 
in eCorp? And if a temporary password is emailed, how long is it 
valid for?

A:  This is a one time password.  Customers will be prompted to 
reset their password once they log in.  It will switch back to User 
code/password until they get a new token, however, if they have 
the additional security tied to any funds transfers or file transfers 
to enter in the TOKEN security, those will not work until they get 
a new token.



Contact mBank for more information

Contact your local branch manager 
(Ecorp Manager) for VASCO MFA 
information and to answer any MFA 
questions you have.

http://www.bankmbank.com/locations.asp


